
Disclosure of Confidential Information

In certain circumstances, ALPCAPS may be required to disclose confidential information
related to its clients, including personal, financial, and other sensitive data ("Personal Data").
This may be necessary for compliance with applicable laws, regulations, or contractual
obligations, or to protect the legitimate interests of ALPCAPS or the client.

Legal or Regulatory Action: If required by law or regulatory authorities, ALPCAPS may disclose
Personal Data to ensure compliance with any legal or regulatory proceedings.

Note relating to the lifting of
banking secrecy

The following scenarios may necessitate such disclosure:

Enforcement of Claims: In cases where ALPCAPS needs to secure claims or enforce collateral, it may
disclose relevant information to support legal or financial actions.

Debt Recovery: If debt recovery actions are taken, ALPCAPS may disclose Personal Data as necessary
for proceedings related to debt collection or recovery efforts.

Financial Instrument Transactions: If a client engages in transactions involving financial instruments
governed by market rules, ALPCAPS may disclose relevant data to third parties, including market
authorities, to ensure the transaction is executed according to applicable rules and regulations.

Public Allegations: Should a client make public allegations against ALPCAPS or report such
allegations to regulatory authorities, the necessary information may be disclosed to protect the
company’s interests.

Cross-Border Transactions: ALPCAPS may disclose Personal Data for cross-border payments or
financial transactions. This includes sharing client details, such as name, address, and account
information, with correspondent banks, payment systems, and beneficiaries involved in the
transaction.

Corporate Actions: Personal Data may be disclosed in connection with corporate actions or
transactions involving securities, including to custodians, banks, and other stakeholders required to
execute the operation.



ALPCAPS will take every reasonable precaution to ensure that such disclosures are made only
when absolutely necessary and in compliance with all legal and regulatory requirements.
The company remains committed to protecting client data and maintaining the
confidentiality of all sensitive information to the extent possible.

For any inquiries or concerns, clients can reach ALPCAPS Customer Support at:

ALPCAPS Customer Care

Rue Saint-Pierre 10, c/o Dimitar Morarcaliev

1700 Fribourg, Switzerland


